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COMPANY SNAPSHOT

Foundation for modern work
Best-of-breed platform for cloud and on-premises

Leadership position
Top independent vendor
Gartner Leaders Quadrant seven years in a row 
60+ modern UEM patents, including enterprise app store
Full security certification (Common Criteria, FedRAMP, SOC 2)

Blue-chip customer base 
15,000+ customers 
Deep footprint in regulated and high-security industries
Only UEM vendor with SCP Customer Support certification

Broad ecosystem
300+ ISV technology integrations 
No conflict of interest with Apple or Google

Strong business model
High renewal rate (>90%)
Strong cash position



MobileIron ConfidentialMobileIron Confidential

Mobile Cloud

Workflow automation

Collaboration

Customer experience

Communication
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Most valuable 
customers

Majority of customers

The real value of mobility
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Let me choose the 
best tools

Never compromise 
my experience

Always protect 
my privacy

End user requirements
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350+ technology integrations

Network 
Access 
Control

Cloud 
Services

Identity Unified 
Communication

VPN
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Additional upgrades available

Secure, conditional access control for cloud services such as 
Microsoft Office 365, Salesforce, G Suite, Box, and others.

Protect company data by detecting and remediating known and 
zero-day threats on the mobile device, and no need for users to 
take any action.

Leverage existing Group Policy Objects (GPO) scripts to enable 
granular security and management of Windows 10 PCs.
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Data used to be here
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Now it is everywhere
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It’s Friday night.
Do you know where 
your data is?
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Unified endpoint management (UEM) is an approach 
to securing and controlling desktop computers, 
laptops, smartphones and tablets in a connected, 
cohesive manner from a single console. 

Source:  http://searchenterprisedesktop.techtarget.com/definition/unified-endpoint-management-UEM

UEM?
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UEM secures mobile and modern desktops

and is foundational for modern security
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Maximize productivity on the go
without sacrificing security
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Secure and manage modern devices

Email security

Automatic configuration

Certificate-based security 

Selective wipe

Single app/kiosk mode
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Secure and manage apps

Secure apps

Enterprise app storefront

User authentication enforcement

Isolate/retire corporate apps
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Secure and manage content

Email attachments encrypted and 
viewable only in authorized apps

Secure web browsers

Access, annotate 
and share docs
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Secure and manage kiosk mode 
and single use devices

Restrict what apps are available 
for use on a device

Prevent malicious apps from 
being installed on a device

Prevent data overages by limiting 
the apps on the device
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BYOD (Managed Profile)- only manage the 
business apps = can wipe enterprise 
persona

Company Owned (Managed Device) 
company owns the device and has 
more controls = can wipe whole device

Kiosk (COSU) enabled on all company 
owned devices

Zero Touch deployments  
configurations, apps, and lockdowns 
deployed wirelessly and silently

Android in the enterprise
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Thousands of customers and millions of people use
MobileIron every day as their secure foundation for  



Thank you


